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World-wide news has been covering the impact of the Heartbleed bug.  In short, this bug can allow 

sensitive personal information (including usernames, passwords, emails, instant messages, credit card 

numbers, etc.) to be retrieved by unauthorized individuals by taking advantage of a bug in OpenSSL 

security software used by millions of websites around the world.  The good news is that Pentegra does 

NOT use OpenSSL on our websites so we were never at risk from an outside attack.  What this means is 

that our clients and participants do not have to change their Pentegra passwords, however we do 

encourage everyone to change their passwords periodically. 


